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Abstract. We present a peer-to-peer version of a cross-media link server
that allows users to create and share links between arbitrary forms of
digital and physical media. As a specific example, we describe how it
could be used to support collaborative forms of annotation of paper
and/or digital design documents.

1 Introduction

The concept underlying hypermedia systems of being able to freely link arbitrary
resources together has been being adopted to span digital and physical spaces.
A fully generalised cross-media link server enables the model of information
publishing and access on the web to be extended to any type of information
resource and service, and to possibly link these to physical objects.

We have developed such a cross-media link server, called iServer, and used it
to develop a wide-variety of applications ranging from mobile tourist information
systems to interactive media art installations. In most of these applications,
users browse pre-authored information and access services based on the defined
information space. However, we also wanted to support cooperative, community-
based models of cross-media information spaces, where users can publish, not
only their own resources, but also links that they have created between existing
resources as proposed in open hypermedia systems. We have therefore developed
a peer-to-peer (P2P) version of iServer that enables users to share their link
spaces. In this paper, we describe how it could be used to support the sharing
of information in a meeting scenario.

We start in Sect. 2 with a motivation for cooperative cross-media information
spaces and a discussion of related work. The iServer framework and its extension
for cooperative information spaces is presented in Sect. 3. We then present our
P2P architecture in Sect. 4 and describe an application of the framework in
Sect. 5. After a discussion of the presented approach in Sect. 6 some concluding
remarks are given in Sect. 7.



2 Motivation

Nowadays digital information is often not only managed by a single application
but associated with other digital resources forming part of a general information
space. Hypertext and hypermedia models consider such an information space to
be a connected graph where the nodes are resources and the edges are links.
The source and target of a link can be either an entire resource or an element
within a resource. In addition to the handling of associations between digital
resources, physical hypermedia systems enable real-world objects to be linked to
digital media, and vice versa, by allowing physical resources to also be included
as nodes in the connected information space [2].

For improved flexibility, links can be managed in separate linkbases rather
than embedding them in resources [5]. One of the benefits of this approach is
that new links can easily be created by the consumers as well as the publishers
of resources. Specifically, it allows annotations to be created by users where, not
only the link, but also the target content created by the user, can be managed
by a link server [3]. Such an open authoring system allows the information space
to evolve over time based on user-generated links and content.

For example, participants of a design meeting could easily add their own links
and annotations to a shared design space as shown in Fig. 1. In such a meeting,
each participant might bring their own laptop or other mobile devices contain-
ing their personal resources as well as link information. During a meeting, users
will not only work on their laptop but often also with dedicated presentation
and interaction devices. These interaction devices may include large interactive
surfaces such as interactive wall projections or interactive table surfaces. In ad-
dition to the digital devices for information navigation and capture, in many
design meetings, paper documents still play an important role in supporting
discussions as well as the creation of new, or annotation of existing, information.

If users can create their own links between resources during a design meeting,
it is also desirable that this information can be shared with other participants
to establish a community-based information space. Since there should still be a
certain level of control about the sharing of information, a user has to be able
to define if a new link is private, shared within a specific group (e.g. participants
of the meeting) or public and accessible to everyone.

Instead of using a central server, a P2P architecture provides the potential for
more dynamic forms of sharing such as in the described design meeting scenario
where teams of people come together and information can be shared directly
among personal mobile devices including laptops and fixed interactive surfaces.
As explained later, also annotations captured from working with interactive pa-
per documents could be linked into the cooperative information space.

An important detail about the presented scenario for sharing link information
is that the supplemental shared information is not automatically stored persis-
tently on each user’s personal device. The shared information rather is treated
as a supplemental transient annotation layer on top of the user’s personal infor-
mation space and is stored persistently only on an explicit user request. Further-
more, we do not want to make any assumptions about the resources available on
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Fig. 1. Cooperative information space

an individual user’s device. For example, if some participants of a meeting are
from the same company, they tend to have similar resources which on the other
hand might not be available to participants from other companies. In this case,
the shared links could be filtered to prevent participants from receiving links be-
tween resources they do not have on their machine. The sharing of information
is therefore not only based on the vicinity of different users but also depends on
the availability of common resources.

While the idea of community link sharing behind our framework is similar to
proposals in distributed hypermedia [1], the difference lies mainly in the approach
to realising the goal. By building on advanced database technologies and concepts
of metamodel-driven system engineering, we were able to develop a system that
supports all of the above goals within a relatively short period of time. In the rest
of this paper, we describe the architecture and implementation of the framework.

3 Cooperative iServer

The iServer framework offers a general cross-media link service capable of sup-
porting an extensible set of digital or physical media and various kinds of ap-
plications. The framework is based on the RSL metamodel [8] and enables the
integration of new media types based on a resource plug-in mechanism as indi-
cated in Fig. 2.

In the RSL model, links are associated with one or more source entities and
one or more target entities. An entity may be a resource, a selector or a link.
While a resource represents an entire information unit or service, a selector is
used to address parts of a resource, similar to the reference objects introduced
in the FOHM [6] model. The RSL model and its iServer implementation further
provide some user management functionality that allows access rights to be
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Fig. 2. iServer with iWeb plug-in

associated with single entities (and therefore also with links). Users may be
either individuals or groups and each entity has exactly one creator who defines
its access rights.

For a particular media type, we can extend the iServer platform by intro-
ducing a component that defines specific selectors and resources for that media
type. For example, the iWeb plug-in for XHTML documents uses XPointer ex-
pressions as selectors to address parts of an XHTML document. In addition to
the iWeb resource plug-in, we have developed iServer plug-ins for images, sounds
and movies, as well as an RFID plug-in for tagging physical objects. Further-
more, the iPaper plug-in allows regions within paper documents to be linked to
digital media and services based on Anoto’s digital pen and paper technology3.

To support the type of enhanced ad-hoc information sharing motivated in
the previous section, we developed a P2P framework for iServer. In combination
with the iPaper plug-in, this allows users to easily create and share handwritten
annotations of paper documents in addition to any other form of link between
resources or digital annotations. As mentioned earlier, we do not share the re-
sources themselves but only new associations defined between existing resources.
However, a handwritten annotation is a special type of link where the link target
is represented by the newly created note. For these special types of annotation
links, we therefore not only share the link information but also the captured
annotation which is the target resource.

A variety of applications have been implemented using the iServer framework,
including general browsers for cross-media information spaces, a paper-based
mobile tourist information system [7] and an art installation for writing and
accessing interactive cross-media narratives [9].

Existing proposals for cooperative hypermedia systems based on P2P tech-
nology, e.g. [4], apply P2P network functionality to replicate hypermedia doc-
uments and perform searches in the distributed network of peers. In contrast,
we manage the resources separately from the annotations and links and use the
P2P architecture only to share link and annotation data.

3 http://www.anoto.com



In our approach, a client always accesses a resource from its original location
and, only in a second step, is additional link metadata acquired over the dynamic
P2P iServer network. The separation of content and metadata further implies
that a resource should always be available provided that its host web server is
running, whereas additional link information may change dynamically based on
the set of iServer peers currently available in the network.

A user can access information from their personal iServer link database as
well as retrieving link data from any other iServer peer. We distinguish between
persistent link data that is stored in a personal iServer instance and transient link
data received from the set of remote iServer peers. The availability of additional
link information over the P2P network can be seen as an optional extension to
information stored in a personal iServer instance. Users are free to use the new
cooperative iServer functionality or to work solely with their personal iServer
instance. The transient link data provided by other iServer peers represents
optional suggestions by the members of the collaborative information space.
However, if a user finds any suggested link information relevant, they can store
a link persistently by adding it to the personal iServer instance.

While the quality of the persistent link data can be ensured by controlling
the users who have access to a personal iServer instance, we do not have any
direct control mechanism to guarantee the integrity of information provided by
remote iServer peers. In a meeting setting this integrity might not be a problem
but we will also discuss solutions for more open settings in Sect. 6.

4 P2P iServer Architecture

The general interaction between peers consists of sending single API calls from
one peer to another, the execution of that request on the remote site and the
transfer of the result back to the initiating peer. The information returned by
the remote peers has to be combined and integrated with information that is
available from the local iServer instance. The functionality of a remote iServer
system is offered to a local iServer instance via a peer service. This service
is implemented within a peer service platform that separates the aspects of
interaction and connection.

The interaction architecture is shown in Fig. 3. For the sake of simplicity, we
reduce service interaction to the transfer of request and response data between
a requesting local system shown on the left-hand side and a responding remote
system on the right-hand side. One-to-many and many-to-one interactions which
typically occur in distributed iServer scenarios can always be represented by
multiple one-to-one data transfers. We now describe the main steps of interaction
labeled a⃝ to h⃝ in the figure.

a⃝ In the local system, a request handler is used to post a local request.
Depending on the concrete peer service, data may have to be provided by the
requesting client. b⃝ The handler creates a message object containing the request
data and sends its XML string representation to a remote request handler. c⃝ On
the remote site, the message is reconstructed from the string value received and



SERVER

Plug-in
Link DB

SERVER

Plug-in
Link DB

a

Local Response Handler

Local Request Handler

Message

Data

Message

Data

g
h

b

Remote Request
Handler

Message

Data

Message

Data
XMLString

XMLString c

d

e

f

SERVER

Plug-in
Link DB

SERVER

Plug-in
Link DB

Fig. 3. Interaction architecture for peer services

the request data is extracted. d⃝ The remote request handler then processes the
request which includes access to the iServer API yielding a response data object.
e⃝ This response data object is wrapped with a message object and f⃝ its XML

string representation is sent back to the local response handler. g⃝ The response
handler reconstructs the message and extracts the response data. h⃝ Typically,
the response is then integrated into the local iServer link structure.

We can identify three components each responsible for a particular aspect of
service interaction: handlers, data and message objects. A Data class encapsu-
lates the iServer API call while the Message class enables content-independent
implementation of message formats such as plain XML, compressed or encrypted
representations. Handlers implement the data object processing which consists
of executing API calls and integrating results.

A request handler relies on a connection service providing the means to ad-
dress a particular or multiple peers and to send and receive messages. This
functionality is encapsulated in a connection service component. It consists of
a peer abstraction that can be identified by other peers, a class representing
the group of peers sharing links as well as resources and a connection handler
creating and maintaining physical channels to remote peers.

5 Application

We now explain how applications built on top of the P2P iServer architecture
can support the kind of scenario described in Sect. 2. The iServer API allows
resources to be created as well as links to be defined between source and target
resources. The set of resources and links therefore form a graph where nodes are
resources and directed edges represent links. Each iServer instance manages a



graph containing the resources and links stored locally and is able to transiently
integrate links received from other iServer instances. A general authoring tool
allows resources to be added by the user and new links to be created.

Using this authoring tool, a user may, for example, select a single slide of
a particular slideshow as a source and link it to parts of a video resource. For
this purpose, a PowerPoint iServer plug-in could be used that allows PowerPoint
slideshows to be integrated as resources and provides the means to use each slide
as a selector. Furthermore, an iServer movie plug-in introduces a movie resource
type as well as a selector for using particular frames or sequences to be used
as link sources or targets. Other resource types can easily be integrated into
applications by developing new iServer plug-ins.

In our meeting scenario, assume a participant created a link from a presen-
tation slide to a video before the meeting and that both the slideshow and video
are stored on the company server and have been replicated on the user’s lap-
top computer. The link would be shared with the company’s iServer instance
whenever the user entered the meeting room and was detected as a peer. As a
result, during the meeting, they are able to show the slide on a wall projection
and activate the link to the video.

Further, assume an interactive paper version of a brochure has been edited
by a user on the way to the meeting. Using a digital pen, all annotations made on
the brochure have been digitally captured and stored as linked resources in the
user’s iServer instance. The iPaper plug-in allows such annotations to be linked
from particular areas of the brochure such as words, paragraphs or pictures.
After entering the meeting room, the annotations would be shared with the
company’s iServer and the interactive table could be used to show the digital
brochure document enriched with that user’s annotations without them having
to explicitly copy any information.

6 Discussion

The main interaction of iServer peers consists of exchanging resources and links.
A common request is a query for in- and outgoing links from a particular re-
source as well as the linked resources. In the meeting setting, it can safely be
assumed that users share data with trustworthy users and that the amount of
data received is manageable. However, in other settings such as an educational
environment where students may exchange annotations and additional informa-
tion related to lectures, this is no longer the case. As a result, the user receives
a potentially large set of links and resources from possibly unknown users.

Our framework supports individual users in deciding on their own levels of
trust in certain users. A user who knows and is therefore able to rate a relatively
small number of other users can infer ratings from a vast number of other users
by exploiting the transitive propagation of trust.

Since a user receives responses from multiple users, the information on which
a filtering decision is based consists of the sending user and the currently re-
ceived item as well as the set of previously received items. In order to exploit all



information available, we also take into account the frequency with which a par-
ticular item has been received. Therefore, we combine user ratings with response
ratings to filter responses returned from remote peers. This may, not only help
to improve the quality of information presented to the user, but also reduce the
quantity, thereby preventing the information overload that could result from a
large, highly-connected information space.

7 Conclusions

We have presented a notion of cooperative information spaces based on commu-
nity-based authoring of links between arbitrary resources and elements within
these resources. While many of the features of the iServer framework and its
cooperative version can be found in other systems developed within the hypertext
community, the main contribution of our work is to combine these in a single,
extensible framework. Further, in contrast to most other approaches, we do not
use the P2P functionality to distribute data persistently but rather to build a
supplemental transient link layer on top of a user’s personal information space.
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